**TP Nro. 3 Pérdida de Autenticación**

Desarrollar una aplicación web simple para un supermercado que permita a los empleados iniciar sesión y acceder a una página de gestión de inventario. La aplicación debe implementar una gestión segura de sesiones para prevenir problemas de pérdida de autenticación, como accesos no autorizados debido a sesiones no cerradas correctamente.

**Descripción**:  
*La aplicación debe incluir:*

1. Una página de login (login.html) donde los empleados ingresan su usuario y contraseña.
2. Un servlet (SVLogin.java) que procese el login y gestione la sesión del usuario.
3. Una página (inicio.jsp) que muestre opciones de gestión (por ejemplo, ver inventario) y un botón para cerrar sesión.
4. La funcionalidad de cierre de sesión debe invalidar la sesión para evitar accesos posteriores no autorizados.

**Requerimientos**:

* La base de datos será una tabla simple en MySQL con usuarios (id, nombre, login, pw).
* Si el usuario intenta acceder a inicio.jsp sin estar autenticado, debe ser redirigido a login.html.
* El cierre de sesión debe destruir la sesión usando sesion.invalidate().
* **Tarea específica**: Modificar el código del servlet para incluir una protección contra session hijacking, invalidando cualquier sesión existente antes de crear una nueva al iniciar sesión.